[bookmark: _GoBack]Security is vital in any business, whether it be to secure your employees, premises or intellectual property, and a well thought out ID card system is one strategy companies can implement to help achieve this.
Here are ten reasons why we believe your business should be operating an ID card system.
1.  Identifies individuals: An obvious reason, but one of the top reasons. Operating an ID card system on your reception desk will help to prevent unauthorised personnel gaining access to your offices. Security can also ask to see a card if someone is acting suspiciously elsewhere in the building too.
2.  Differentiates communal areas from secure work areas: Some organisations require differing levels of security across departments. An ID card system is a simple, cost effective way to achieve this. Many organisations regularly use temps and contractors. An ID card system makes limiting their access simple. Access granted one day. Access denied the next.
3. They can be multi functional:  Technology cards can be programmed to work with more than just the building’s access control systems.  They can also be used to operate the car park barriers, secure print release on the printer and photocopier and even cashless vending in the staff canteen.
4.  Enhances a sense of safety for staff: Employees feel that you are taking security seriously. There is a sense that entry/exit to the building is monitored and traceable, which makes them feel secure.  Furthermore, in the case of an emergency evacuation, automatic system generated muster reports will ensure an accurate roll call.
5.  Enhances professional image: An ID card is an opportunity to promote your logo and brand outside the office (especially when linked with an employee perks scheme).  An ID card system suggests a business is serious about what they do, serious about staff security, and weighty enough to warrant an ID system in the first place.
6.  It’s easy to program and operate: Once set up, adding new/temporary cards to the system is simple. Amending access rights to different areas is easy too. It facilitates a lot of control with little effort.
7.  Facilitates access/activity tracking and monitoring: For starters, entry and exit times can easily be logged. However an ID card system offers a lot more than just that. If you need to limit security access to certain departments, knowing who was and who wasn’t in the office at a certain time may be invaluable.
8.  Makes visitors easily identifiable: By making visitor ID cards clearly identifiable, security staff can quickly spot those who ‘belong’ in an area, and those who have gone astray. 
9.  A single card can work across multiple sites: Separate security procedures needn’t be set up for each building. One system can, if required, cater for multiple locations.
10.  Invaluable in an emergency:  In addition to printing emergency assembly points and escape routes on the back on visitor passes, astute employers are now including ICE (in case of emergency) information on ID cards.  Rather than solely relying on HR records, emergency contact information and medical information can be easily accessed by colleagues or first responders should a staff member fall ill or have an accident in the workplace and be unable to communicate.
As I’m sure you can tell, we are passionate about safety and security at ID Card Centre and we relish working with companies to deliver bespoke solutions to their identity and access control needs.  If you want to know how we could help you, please contact us on 01604 422422 or at sales@idcardcentre.co.uk.
